Rajasthan Police Training Center, Jodhpur

5 Days Course on ** Cyber Crime Investigation''
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Day 10.00AM — 11.20AM 11.40AM — 01.00PM 02.00PM — 03.20PM 03.40PM — 05.00PM
Fundamental of Computer : Digital Forensics Emerging Cybercrime
Hardware & Software Introduction & Types, Threat Landscape
First Registration & Inauguration _ Networki_ng, Successful Case Studies Techn_ica_l & Lt_egal_
Principal/Commandent Virus & Antivirous Challenges in investigation of
Cybercrimes, Latest Trends
Cyber Crime Case study Biometric Identification and Introduction of Cyber Crime Call Detail Analysis
Search & seizure of Mobile Identity Theft Recover Data of & IT Act 2000 and Presenting M.S Excel, Software
devices and computers at crime Social Media Digital Evidence in Court. (Theoretical)
Second scene, fir and chargesheet s Criminal Provisions & Civil
,collection of electronic s & Remedies under IT Act, s
evidences, S N Legal Aspects of Digital %
s Cl' Evidence ,Case Laws §
Computer and Mobile Forensics ‘_|' Computer and Mobile Forensics E International Gateway CDR, C|’ Case Study on Cyber
Process of Mobile device = Process of Mobile device 8 Internet/GPRS CDR and = Crime
forensics, Demonstration of S forensics, Demonstration of S IPDR Analysis %
Third Mobile Forensics Tools for N Mobile Forensics Tools for x ]
Investigation, ;' Investigation, o _~<
Imaging & Hashing, s Imaging & Hashing, Eg §
o g o
Cyber Crime Type & Cyber Cryptologic techniques and 3 | Mobile Location, Surveillance Cyber Crime and the
Crime Investigation tools for crime investigation and Signal Intercept Training Victimization of Women
Online Frauds, ATM Frauds, and Product Demonstrations Laws, Rights & Regulations
Fourth Credit Card Frauds, RBI
Regulations, E mail Tracing, IP
address tracing, Image Analysis,
Lawful Interception of Voice and Case Study on Cyber Crime validation and feedback
Data in the Investigation of Principal/Commandent --
Fifth Crimes

Technical Solutions &legal
Procedures




